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Описание предметной области

Данный топик охватывает исследования в области фильтрации спама, основываясь на особенностях работы электронной почты и изучении набора данных Enron. Спам – анонимная массовая непрошенная рассылка. Электронная почта (email) – механизм обмена сообщениями между пользователями компьютерной сети. Корпус Enron – открытая база данных и электронных сообщений сотрудников компании Enron, сгенерированная в ходе расследования дела компании, связанного с мошенничеством.

Недостаток (Gap)

Существуют различные способы борьбы с различными прогрессирующими видами спама, но отсутствуют пути решения проблемы легитимного спама.

Идея

Производить фильтрацию, основываясь на качественном анализе сообщений, используя содержание в нём требуемых пользователем параметров и ключевых слов.

Краткий текст обзора

Электронная почта – неотъемлемая часть жизни любого современного человека, приносящая много пользы [1], прошедшая долгий путь развития. В течение этого пути всегда стоял вопрос касаемо проблемы нежелательных рассылок. Они могут носить разный характер как рекламный, так и мошеннический(фишинг [2]). Задача фильтрации спама далеко не нова, но остаётся актуальной по сей день. Зарождение истории развития спама датируется 1980-ми годами. На своём пути он прошел множество этапов эволюции [3]. Первоначально внимание уделялось частной блокировке пользователей, на которых поступали жалобы. По итогу “черные списки” не принесли должного эффекта. Во время их действия количество массовых рассылок возрастало также стремительно – на 866% в период с 2000 по 2004 год [4]. Для решения проблемы, стали активно разрабатываться более активные методы борьбы со спамом[5]. Их можно разделить на локальные (Байесовская фильтрация, методы на основе формальных протокольных правил, процедурные методы, проверка подлинности отправителя) и распределенные (контрольные суммы). Наибольшего внимания заслуживает Байесовский метод фильтрации, основанный на использовании байесовского наивного классификатора [6]. Данный вид фильтрации был большим шагом в борьбе со спамом. На основе его были и метода анализа ссылок [7] реализованы системы SpamAssassin и DSPAM, обладающие самообучающимися фильтрами. Так машинное обучение крепко закрепилось в фильтрации спама [8]. В его основе лежит метод опорных векторов [9]. Пригодность данного метода была проверена благодаря анализу библиотеки Ernon [10].

Таким образом, в современное время реализовано множество технических методов борьбы со спамом, но проблема легетимного спама остаётся не решенной.Все реализованные технические способы бессильны, если пользователю необходимо получить полезные сведения среди спам-сообщений в пределах одной рассылки, которую он согласен получать. Мы предлогаем метод фильтрации, основанный на анализе содержания сообщений, с помощью использования задаваемых пользователем поисковых параметров и ключевых слов.
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